Группы угроз в Интернете

|  |  |
| --- | --- |
| Технические угрозы | Вирусы.  Спам, всплывающие окна и нежелательная реклама, загружаемая автоматически с бесплатным ПО.  «Попутные» заражения (вредоносные программы, загружаемые автоматически при просмотре зараженных сайтов).  Заражение при использовании файлообменных (P2P) сетей, дающих другим пользователям доступ к вашему компьютеру. |
| Противоправные и социально-опасные действия самого ребенка | Плагиат.  Загрузка ребенком из интернета пиратских материалов (например, музыкальных или видеофайлов).  Активное вовлечение в современные организованные группировки (хакеров, троллей и участниками информационных войн).  Пропаганда террористических и экстремистских преступных идей. |
| Негативная информация, содержащаяся в интернет-пространстве | Недостоверная информация.  Контентные риски (порнография, в том числе детская, нарушение авторского права, пропаганда экстремизма и наркотиков, реклама абортов, нецензурные тексты).  Получение ребенком информации сексуального характера (или иной неприемлемой информации).  Сектанты – навязывание нетрадиционных, асоциальных отношений и ценностей. |
| Целенаправленные действия третьих лиц в отношении ребенка | Незаконный контакт.  Киберпреследование  Угрозы, унижения, травля, запугивание (кибербуллинг).  Сексуальные домогательства.  Убеждение в предоставлении личных данных (его собственные или родителей).  Домогательства педофила.  Интернет-аферисты (мошенники, онлайн-игроки и пр. формирование  Склонности к играм и азарт, выманивание у детей конфиденциальной информации.  Положение материальной и иной зависимости.  Внушение деструктивных элементов в сознание и поведение подростков.  Вовлечение в несовершеннолетних в порнографию, проституцию.  Призывы к самоубийствам. |